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Abstract
Although money laundering does scem to be a new problem t ' o
cession compared with standard economic develop
y encountered numerous 1SSues:

ally occurs during an economic re
periods. Due to user fraud transactions and tolerance, the : :
zation and an enormou impact on o ine
dit, debit) world-

particularly with internet banking fraud. Moderni
shopping have caused a significant increasc in card payments :
wide. Increased acceptance and affordability of i-Banking services for online ordering have
d hackers’ number. Fraud entails
ic entity’s profit

benefited customers personally, but it has also increase
a significant financial level of risk that can adversely affect an economi :
‘ ble of Online Transaction

margins and image. In-fractions of a second, the system is capa . !
Fraud Detection. This method recommends an unchecked method for dynamlcally profiling
thentication

a customer’s behavioral patterns. This method’s importance is that secure au
anks and cloud authorization Servers but enable them tO

credentials are not exposed to b
authenticate their remote access. The received transactions are then evaluated by compar-
ing to the customer ID to identify abnormalities, upon which the appropriate warnings are
output. This paper aims to provide such a high-level outline of how new technologies can
enhance fraud observation within a publicly or privately economic unit.

Keywords User fraud detection - i-Banking - K-mean algorithm - Data security and
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1 Introduction
Because of the fast growth in online transactions, and use of internet banking (i-banking)
has risen dramatically. As the online i-Banking sector is the most highly regarded mode
of ‘online payment and shopping, fraud seems to increase. Phishing, Pharming Skim-

ral ways cash can be derived from the crediUdel;it card

ming, and Dumpster drive are seve
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Abstract d any data 10
"*‘)‘ The advent of cloud infrastructure in which third-party cloud services may retain sensitive consumer fm‘ ‘.W";F: ayprimary
storage environments underlines the need to advocate for encryption and multi-ten?nt shared proloesbl::lé 6 «Data in
security mechanism- Digital information movement, Storage: and processing are widely defined I dtef each of these
Motion,” "Data at Rest,* and "Data in Usage,” respectively- The implememation of secur’y method® 10" ther Transit
states can be viewed similarly- Transit data applies Lo data when peing moved from oneé fom.'ce of data t0 alI:iObe (.w i
data contains data sent across the network from pack-end clients, programs, and repositories: There couk s paper
centers inside the same organizational network in the cloud, as @ member of completely .separatc r.lctwor 5 i fux?it
presents 2 novel architecture data—in-lransil defender (DiTD), to protect data in transit; I?ITD pr0v1des a no‘ve beh zj’
framework based on high-performance cloud computing. This protocol enables more efﬁ?len( use of the.key streng.th an
(ime of symmetric plock encrypted data, public-key cryptography (PUKO), cryptographi€ hash, and brief key €X¢ ange
function.
hertext - Cloud service

Keywords Data in transit - Cloud securit

1 Introduction

e world’s Web has undergone an
in hackers, malware, ransom
roups who aré actively
¢ data. This state goes

hat security has become 0ne of the most
be addressed, irrespective of the
positi :m (Adrian et al. 2015). The
general necessity 1o avoid unauthorized access 10 confi-
dential, private/otherwise vital details is something every
end-users, database operators, system managers, and so on
can acknowledge: i ements arc primarily linked
{0 what we ought 10 we can do it.

The process of deciding the best routé to secure our data
always includes 2 well-conducted risk analysis supported
by a cost-benefit analysis, which is an effective model for

er the past decades, th
ed increase

ther harmful bugs or g
nd a way to access use

Ov
unprecedent
wares, and 0
attempting to fi
without saying t
critical activities that can
on we usually perfo

arcia Diaz.
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y - Encryption - Cip

e appropriate tech-
al measures 0 be followed in our
(Aviram et al. 2016). The control system Of
use adequate processes and technologies 0
1 of security 0 minimize the
nications systems: the
the scope, description,
pility and the

order to assist US in identifying th

the
operation

nological and
given scenario
processor must
in a minimum leve
o account commu
tation and design,
threat of varying proba
rivileges.

data can be treated just
illustration of in-

maintal
costs, taking int
cost of implemen

and objectives the
impact on human freedoms and P

As the name suggests, in-transit
ike a medium of transmission: A perfect
transit data is @ standard Web page that we receive from the
internet while we browse the internet. In a nutshell, this is

what happens under the hood (Flavel et al. 2015):

it a request for HTTP (or HTTPS) to the
the Web site we use.

' \ cknowledges our request, Cess
it by identifying the (static/dynamic) i?xfoj;ngtriz;e:xii
we have requested, and then sends it to us as an HTTP
(or HTTPS) address over a specific TCP port (usuall
80 for HTTP and 443 for HTTPS) ’ ’

1. We subm
server, which runs
2. The Web server a
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Abstract

The potential employab
(PHUIM). It is to be noted that the
of its periodicity in the transaction.
periodicity to incorporate the periodicity fe
a new dimension to the periodicity factor and is ar
tions in that dataset. Further, an al gorithm to mine
database using an indexing approach is also proposed int
based technique and indexing procedure t0 increase memory an

undant database scans by generating sub-databases using an in
h test datasets, and the results drawn show that the pro|

ility in different applications has garnered
onventional utility mining algorithms foc

A MEAN peri dicity measure is added t .
periodicity mea | ork, The ME AN- periodiciiy measure brings

ature into PHUIM in this proposed e
rived at by dividing jtemset’s period value by tho total number © "
Index-Based Periodic High Utility Temset Mining (IBPHUIM) from. e
his paper. The proposed IBPHUIM algor pro;ectrog—‘
d execution speed efficiency. The proposed model avoids
dexing data structure- The proposed [BPHUIM model has
nsiderably better.

red
posed [BPHUIM model performs €0
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quent periodic pattern
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Abstract , . antity waste and the toXic
Globally, electronic waste (E-Waste) has grown as a severe concert owing to the lf“C“za:(‘j’;ifm ly d, are concerned
i it. E-Waste includes plastics and metals, which are highly recyclable put which, 1 dﬂﬁf an nica . article inves
‘s about the health and the environment by plastic waste and heavy metal traces of a '“Van ¢ stakeh olders’ havior in the
tigates the modeling of game theory for E-Waste. It presents & framework to an 1’5\4 )vmatcrla s, underst ding the impor-
manufacture of electronic products using recycled (ERM) and non-rccyde'd (ENE h Game plan is pest- pited to gain each
tance of the actual cost variation. This study suggeste a framework decide whlcb e pest ® hoice for manufacturﬁfs an
stakeholder’s leading company’s profit allocation. Dat3 demonstrate'that ERM can be i O Lies 0 hose who do not
customers and recommend applying return schemes 10 consumers with specnhc incent1V g o waste d;sposal on lan d
comply with the agreed E-Waste management process could be of great help to discour®
: me plan
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(57) Abstract :

Concrete is the basic engineering material used in most civil constructions. It is extremely used because of the ability to possess high
compressive strength and be molded into any desired shape. In order to overcome the poor tensile strength of concrete, fibers are
introduced in the matrix. In this idea, burr wastes obtained from the CNC turning process in the lathe industry were disposed of as
wastes in open lands in the industries' proximity, causing a hazard to the environment. Hence, these wastes were tested as fiber
material in the form of micro-reinforcements in the concrete. Burr wastes were added to the concrete in volume fractions Vf=0%,
0.5%, 1.0%, 1.5% and 2.0% and tested for its compressive, split tensile and flexural strength. The experimental test results revealed
that the compressive and flexural strength of burr waste concrete increased from 16.16% to 23.36% and 117% to 124%, respectively,
for VI = 0.5% to 2.0% at 28 days strength in comparison with concrete made without burr waste. The tensile strength of burr waste
concrete increased up to 6.06% for Vf = 0.5% at 28 days strength when compared to conventional concrete. The experimental
investigation observed that the addition of burr wastes as micro reinforcements in the concrete had significant improvement in
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