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Abstract 

nough money laundering does seem to be a new problem, the financial crisis gener 

aly 
Occurs during an economic recession compared with standard 

economic 
development

periods. LDue to user fraud transactions and tolerance, they 
encountered 

numerous 
1SSues, 

particularly with internet banking fraud. 
Modernization and an 

enormous impact on online 

shopping have caused a significant increase in card payments (like credit, debit) world 

WIde. Increased acceptance and affordability of i-Banking 
services for online ordering have 

benefited customers 
a significant financial level of risk that can adversely affect an economic entity's profit 

margins and image. In-fractions of a second, the system is capable of Online 
Transaction 

Fraud Detection. This method recommends an unchecked method for dynamically profiling 

a customer's behavioral patterns. This method's importance is that secure 
authentication 

credentials are not exposed to banks and cloud authorization servers but enable them to 

authenticate their remote access. The received transactions are then evaluated by compar- 

ing to the customer ID to identify abnormalities, upon which the appropriate warnings are 

output. This paper aims to provide such a high-level outline of how new technologies can 

enhance fraud observation within a publicly or privately economic unit. 

ersonally, but it has also increased hackers' number. Fraud entails 

Keywords User fraud detection i-Banking K-mean algorithm Data security and 

privacy Public cloud 

1 Introduction 

Because of the fast growth in online transactions, and use of internet banking (i-banking) 

has risen dramatically. As the online i-Banking sector is the most highly regarded mode 

of online payment and shopping, fraud seems to increase. Phishing, Pharming, Skim- 

ming, and Dumpster drive are several ways cash can be derived from the credit/debit card. 
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Abstract 
may 

retain 
sensitive 

consumer 

and 
company 

data in 

environments 

underlines the need to 
advocate for encryption 

and 
multi-tenant 

shared 
processing 

as a primary 

y mechanism. 
Digital 

information 
movement, 

storage, 
and processing 

are widely 
defined in terms or Dad 

n 

Motion, 
"Data at Rest," and "Data in Usage," 

respectively.
The 

implementation
of security 

methods 
for each or these 

states can be viewed similarly. 
Transit data applies to data when being 

moved from one 
source 

of data to 
another. 1ransit 

aata 
contains 

data sent across the network
from 

back-end clients,
programs, 

and 
repositories. 

There 
could be two 

aata 

centers 
inside the same 

organizational 

network in the cloud, as a 
member of completely 

separate 
networks. 

This paper 

presents 
a novel 

architecture 

data-in-transit 

defender 
(DiTD), to protect 

data in transit; 
DiTD provides 

a 
novel security 

framework 
based on 

high-performance 

cloud computing. 
This protocol 

enables 
more 

efficient use of the key strength
and 

ume of symmetric 
block encrypted data, public-key 

cryptography 
(PUKC), 

cryptographic 
hash, and briet key 

exchange 

function. 

The advent of cloud 
infrastructure in which third-party 

cloud 
services r 

Keywords Data in transit Cloud security 
Encryption 

Ciphertext Cloud service 

the order to assist us in identifying 
the appropriate 

tech-

nological 
and operational 

measures 
to be followed in our 

given 
scenario (Aviram et al. 2016). The control system or 

processor 
must use adequate 

processes 
and technologies 

to 

maintain a 
minimum level of security to 

minimize the 

costs, taking into account 

communications 
systems, 

the 

cost of implementation 
and design, the scope, 

description, 

and objective, the threat of varying probability 
and the 

human 
freedoms and privileges. 

As the name suggests, 
in-transit data can be treated just 

like a medium of transmission: A perfect 
illustration of in- 

transit data is a standard Web page that we receive from the 

internet while we browse the internet. In a nutshell, this is 

1 Introduction 

Over the past 
decades, the world's Web has undergone an 

unprecedented 
increase in hackers, 

malware, 
ransom 

wares, 
and other harmful bugs or groups 

who are actively 

attempting to find a way to access 
user data. This state goes 

without saying that security has become one of the most 

critical 
activities that can be addressed, 

irrespective of the 

position we usually perform 
(Adrian et al. 2015). The 

general necessity to avoid 
unauthorized 

access to confi- 

dential, 
private/otherwise 

vital details is something every 

end-users, 
database operators, system 

managers, 
and so on 

can 
acknowledge: 

The 
disagreements 

are primarily 
linked 

to what we ought to secure and how we can do it. 

The process 
of deciding the best route to secure our data 

always 
includes a 

wel-conducted
risk analysis supported 

by a 
cost-benefit analysis, 

which is an 
effective model for 

impact 

what happens under the hood (Flavel et al. 2015): 

We submit a request for HTTP (or HTTPS) to the 

server, which runs the Web site we use. 

The Web server acknowledges our request, processes 

1. 

2 
it by identifying the (static/dynamic)

information that 

we have requested, and then sends it to us as an HTTP 

(or HTTPS) address over a specific TCP port (usually 

80 for HTTP and 443 for HTTPS). 
Communicated by Vicente Garcia Diaz. 
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garnered 
more 

significance 
for 

Periodic 
High-Utility 

Itemset Mining 

ng 
algorithms 

focus on an 
itemset's utility 

value 
rather than that 

Abstract 
e potential employability in different applications has gar 

The p 
(PHUIM). It is to be noted that the conventional utility mining 

Operiodicity 
in the transaction. A MEAN periodicity measure 

is added to the 
minimum 

(MIN) and 
maximum (MAA) 

Plodlciy 
to incorporate 

the periodicity 
feature into PHUIM in this proposed 

work. The 
MEAN-periodicity 

measure Drings 

a 
new dimension to the periodicity 

factor and is arrived at by dividing 
itemset's period value by the total 

number of transac- 

ns 
in that dataset. Further, an algorithm to mine 

Index-Based
Periodic High Utility 

Itemset Mining 
(TBPHUIM) 

from the 

database using an indexing approach is also proposed in this paper. 
The proposed 

IBPHUIM algorithm 
employs a proJecuon 

based technique and indexing procedure to increase memory 
and execution speed efficiency. 

The proposed 
model 

avo1ds 

redundant 
database scans by generating 

sub-databases using an indexing data 
structure. The proposed 

IBPHUIM 
model has 

experimented 
with test datasets, and the results drawn show that the proposed 

IBPHUIM 
model perfornms 

considerably 
better. 
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Abstract 

Globally, electronic waste (E-Waste) has grown 
as a s 

it. E-Waste includes lastics and metals, 
which are highly 

recyclable 

about the health and the . 
environment by plastic 

waste and heavy 

oncern 
owing to the 

increasing 

quantity 
of waste 

and the 
toxic 

but which, if not 
adequately 

managed, 
are 

concerned 

avy 
metal 

traces 
of 

additives 

and 
chemicals. 

This 
article 

inves- 

tigates the modeling of game theory for E-Waste. It presentsnts a 
framework 

to analyze 
various 

stakeholders' 

behavior 
in the 

ndacture 
of 

electronic 
products using recycled 

(ERM) and 
non-recycled

(ENRM) 
materials, 

understanding 

tne inpo 

ance 
or the 

actual cost 
variation. 

This study 
suggested a 

framework 
to 

decide 
which 

Game 
Plan is 

best-suited 

to gain eacn 

Slakenolder's 

leading 
company's 

profit 
allocation. 

Data 
demonstrate 

that ERM can be the best 
choice 

for 
manufacturers 

and 

Customers 
and 

recommend 
applying 

return 
schemes to 

consumers 

with specific 
incentives

and penalties
to those 

who dO not 

comply 
with the agreed 

E-Waste 
management 

process 
could be of great help to 

discourage 
computer 

waste 
disposal 

on 
land. 

Keywords 
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