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Abstract

Wireless networks are gaining
all network devices,

popularity now a days. A Vehicular Ad-hoc network that
is able to configure which means all devices work as host and as a router
in network. For conveying all information only nodes help to each other. Vehicular ad hoc
networks mostly formed temporary and comes in less infrastructure networks. Performance
unit reduces caused by unstable channel position and network connection and mobility and

*Eonail:  iiita. ankit@gmail.com (Corresponding Auhtor)
'E-mail: pankajdadheech777@gmail .com

SE-mail: raj anikpoonia@gmail.com

YE-mail: vijan2005@gmail .com

© @ Taru PubLicATIONS



Journal of Di
f Discrete Mathematical Sciences & Cryptography Taylor & Francis

ISSN 0972
-0529 (Pri 5S
Vol, 22 (2015 (Print), ISSN 2169-0065 (Online) Tayr franc SO
o 9), No. 4, pp. 491-498 y
O1 : 10.1080/09720529.2019.1637153

An improved quantum key distribution protocol for verification

Ankit Kumar?

Pankaj Dadheech’

Department of Computer Science & Engineering

Swami Keshvanand Institute of Technology
Management & Gramothan

Jaipur 302017

Rajasthan

India

Vijander Singh*
Ramesh C. Poonia
Linesh Raja”
Amity Institute of Information Technology
Amity University

Jaipur 303002

Rajasthan

India

Abstract
Facts say that practical cryptogra

cryptography generally gives the solution which

to leave the transmitted data undisturbed. In this
by increase the key size shared between parties involved used in quantum cryptography.

Quantum cryptography uses storing the split particles involved and then measuring them

creating what they use,

¥

phic systems are now within the range. Quantum
uses the various methods of polarization
work we try to improve the data security

and eliminating the problem of unsafe storage.
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Abstract

Quantum Cryptography is revolutionary discovery in the field of network security.
Quantum cryptography promises to provide sophisticated functionality for security
issues but it also leads to unbelievable increment in computational parallelism which is
helpful for potential cryptanalytic attacks. Some of the associated properties of Quantum
Key Distribution protocol that provide security that is deficient for the shared key to be
transmitted securely. The identity verification process attempts to maximize success in
interpreting the EPR protocol for distribution of Quantum.
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